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Identity Festival 2026
5. marts - Industriens Hus, København

08:30 - 09:00 Registrering og morgenmad

09:00 - 09:05 Velkomst
Lars Jacobsen, Chefredaktør og moderator, Computerworld

09:10 - 09:35 Identity Management i en tid, hvor identiteter kan forfalskes på sekunder...
Bjarke Alling, CISO, Aeven

09:40 - 10:00 Europas digitale identitets-wallets: En ny æra af tillid
Niels Flensted-Jensen, CEO, Idura

10:05 - 10:25 Pause og netværk

10:25 - 10:50 Building IAM - From Zero to Hero
Kenny Damgaard Outzen, Director, Head of Digital Workplace & IAM, Nuuday

10:55 - 11:15 Privilegeret adgang er ikke længere et menneskeligt problem: Sådan risikostyrer
du i en tid med maskinidentiteter
Ivo van Bennekom, EMEA Practice Lead Partner - Digital Identity, PwC
Rob Ainscough, Chief Identity Security Advisor EMEA, Silverfort

11:20 - 11:45 Rundbordsdiskussion

11:45 - 12:35 Frokost

12:35 - 12:40 Velkommen v. moderator (Scene - Blå scene)
Lars Jacobsen, Chefredaktør og moderator, Computerworld

12:35 - 12:40 Velkommen v. moderator (Scene - Orange scene)
Gitte Gormsen, Freelance og moderator

12:40 - 13:00 Fra manuel brugerstyring til Identity Automation på tre måneder (Scene - Blå
scene)
Kenneth Marsner, Head of Delivery and Support, Pointsharp
Kristian Birk Thim, CTO, Owner, IAM Group

12:40 - 13:00 PAM i en forandret IT-infrastruktur (Scene - Orange scene)
Martin Topgaard, Senior PAM konsulent, Kommando

13:05 - 13:15 Kort pause og mulighed for at skifte scene

13:15 - 13:35 Fra stor til lille – PAM for alle (Scene - Blå scene)
Anders Hermann, Senior Infrastructure Specialist Digital Transformation, Advisory, itm8
Johnni Katberg, Senior Infrastructure Specialist Digital Transformation, Advisory, itm8

13:15 - 13:35 Sådan reddede vi en kunde: Undgå at blive den næste avisforside! (Scene -
Orange scene)
Sven Meissner, Principal Solutions Consultant for Business Network, OpenText
Chris Knudsen, Lead Solutions Consultant for Cybersecurity, OpenText

13:40 - 13:50 Kort pause og mulighed for at skifte scene

13:55 - 14:15 "404: TRUST NOT FOUND” - Trust issues, det er en feature… (Scene - Blå scene)
Christian Rutrecht, Director, System Engineering, Fortinet
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13:55 - 14:15 Moderne PAM i en dynamisk, hybrid virkelighed (Scene - Orange scene)
Chauncy Sampson, Solutions Engineer, Beyondtrust

14:20 - 14:50 Pause og netværk

14:50 - 15:15 IAM i Novonesis – Cloud og broen i en fusion
Kristian Hohol, Head of IAM, Novonesis

15:20 - 15:45 Identitet uden illusioner - hvad vi har lært, når idealer møder virkeligheden.
Perfekt IAM findes ikke.
Nicholas V. Jancey, CISO, Andel

15:50 - 15:55 Opsummering og tak for i dag
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08:30 - 09:00: Registrering og morgenmad

09:00 - 09:05: Velkomst

Lars Jacobsen
Chefredaktør og moderator
Computerworld

09:10 - 09:35: Identity Management i en tid, hvor identiteter kan forfalskes på
sekunder...

Bjarke Alling
CISO
Aeven / Partner

Deepfake AI har sat nye spilleregler, og angreb handler ikke kun om systemer, men om at få mennesker til at
træffe beslutninger på et falsk grundlag. Når identiteter kan manipuleres, er adgang, verificering og kontrol et
strategisk anliggende for hele organisationen og dens ledelse. Men hvad hjælper det, hvis ledelsen ikke lytter?
Det er ikke kun det tekniske, der er vigtigt - hvordan det forklares og retorikken bagved er også centralt for
succes.

Bjarke Alling åbner Identity Festivalen med at forklare, hvorfor rigtig kommunikation kombineret med brugen
af Identity Management er nøglen til bedre ledelsesforståelse og øget digital modstandsevne. Han vil komme
ind på, hvordan virksomheder via interne politikker og risikoprocesser kan imødegå trusler, og han vil give et
indblik i, hvordan god ledelseskommunikation kan gøre en forskel, når truslerne og risici skal omformes til
foranstaltninger og varige forbedringer.

09:40 - 10:00: Europas digitale identitets-wallets: En ny æra af tillid

Niels Flensted-Jensen
CEO
Idura / Partner

Europas nye wallet-centrerede infrastruktur er fundamentet for digital tillid. Hør hvordan kryptografiske
teknikker garanterer denne tillid, og hvilke fordele det giver brugere og virksomheder.

10:05 - 10:25: Pause og netværk

Kaffe og te er tilgængeligt i netværksområdet hele dagen, sammen med frisk frugt for at holde energien oppe.
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10:25 - 10:50: Building IAM - From Zero to Hero

Kenny Damgaard Outzen
Director, Head of Digital Workplace & IAM
Nuuday / Partner

Kenny Damgaard Outzen, der leder IAM i Nuuday, løfter sløret for, hvordan virksomheden har udviklet sit
IGA-setup fra at være en blackbox til at blive en reel backbone. I får indblik i, hvordan Nuuday med succes
har bygget en hurtig, sikker og compliant IGA-platform – en bedrift, som Kenny tilskriver sit team, der hele
vejen igennem har taget klart ejerskab for løsningen.

10:55 - 11:15: Privilegeret adgang er ikke længere et menneskeligt problem: Sådan
risikostyrer du i en tid med maskinidentiteter

Ivo van Bennekom
EMEA Practice Lead Partner - Digital Identity
PwC / Partner

Rob Ainscough
Chief Identity Security Advisor EMEA
Silverfort / Partner

Privilegeret adgang har traditionelt handlet om mennesker: administratorer, root-konti og delte adgangskoder.
Men angrebsfladen har ændret sig. I dag kommer en stor del af den privilegerede adgang fra systemer,
maskinidentiteter og AI-baserede agenter, og samtidig er Active Directory stadig en central udfordring for
mange organisationer.

I denne session får du indsigt i, hvorfor angribere fortsat lykkes med at trænge ind via privilegerede konti, og
hvordan en moderne tilgang til privilegeret sikkerhed kan reducere risikoen og skabe et mere robust
fundament, der beskytter alle typer af identiteter.

Oplægget afholdes på engelsk

11:20 - 11:45: Rundbordsdiskussion

11:45 - 12:35: Frokost

Til frokost tilbyder vi en velsmagende blanding af sandwich, wraps og pastasalat, ledsaget af en forfriskende
sodavand. En ideel måde at genoplade og forberede sig på eftermiddagens aktiviteter.
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12:35 - 12:40 - Velkommen v. moderator (Scene - Blå scene)

Lars Jacobsen
Chefredaktør og moderator
Computerworld

12:35 - 12:40 - Velkommen v. moderator (Scene - Orange scene)

Gitte Gormsen
Freelance og moderator

12:40 - 13:00 - Fra manuel brugerstyring til Identity Automation på tre måneder
(Scene - Blå scene)

Kenneth Marsner
Head of Delivery and Support
Pointsharp / Partner

Kristian Birk Thim
CTO, Owner
IAM Group / Partner

Mange organisationer håndterer
stadig brugere og adgange manuelt. Det belaster IT, øger risikoen for fejl og
skaber unødige forsinkelser for brugere og forretning. Samtidig bliver Identity
Automation ofte opfattet som for komplekst at komme i gang med.

Men med det rigtige scope, klare roller og et realistisk ambitionsniveau er det
faktisk muligt at etablere automatiseret bruger- og adgangsstyring på få
måneder - og lukke de manuelle processer ned.

I denne session deler Pointsharp og IAM Group, hvordan virksomheder har opnået
bedre kontrol over brugeradgange, stærkere dokumentation til audit og
compliance samt markant mindre manuelt arbejde i IT, baseret på Pointsharps
løsning til Identity Automation.
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12:40 - 13:00 - PAM i en forandret IT-infrastruktur (Scene - Orange scene)

Martin Topgaard
Senior PAM konsulent
Kommando / Partner

Siden de første PAM-løsninger blev implementeret, har IT-landskabet ændret sig markant. Moderne
infrastruktur rummer cloud, automatisering, DevOps og et eksplosivt antal privilegerede identiteter. Det
udfordrer de klassiske antagelser bag traditionel Privileged Access Management.

Oplægget giver et klart beslutningsgrundlag for valg af PAM i en kompleks og foranderlig IT-arkitektur. Fokus
er på skalerbarhed, teknologisk diversitet og sikker håndtering af privilegerede identiteter på tværs af
platforme.

13:05 - 13:15: Kort pause og mulighed for at skifte scene

13:15 - 13:35 - Fra stor til lille – PAM for alle (Scene - Blå scene)

Anders Hermann
Senior Infrastructure Specialist Digital Transformation, Advisory
itm8 / Partner

Johnni Katberg
Senior Infrastructure Specialist Digital Transformation, Advisory
itm8 / Partner

Fra stor til lille – PAM for alle

Privileged Access Management har i årevis været forbeholdt store organisationer. Men hvorfor egentlig?

Vi deler vores erfaringer med, hvordan PAM kan gøres relevant og tilgængelig for både enterprise- og SMB-
markedet. Med Segura som platform og itm8 som afsæt har vi arbejdet ud fra en ambition om at gøre PAM
mere tilgængelig – uanset organisationsstørrelse.

Kort sagt: PAM er for alle.
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13:15 - 13:35 - Sådan reddede vi en kunde: Undgå at blive den næste avisforside!
(Scene - Orange scene)

Sven Meissner
Principal Solutions Consultant for Business Network
OpenText / Partner

Chris Knudsen
Lead Solutions Consultant for Cybersecurity
OpenText / Partner

Refleksioner over interne og eksterne identitetstrusler, både internt i organisationen og på tværs af den
globale forsyningskæde.

Oplægget afholdes på engelsk

13:40 - 13:50: Kort pause og mulighed for at skifte scene

13:55 - 14:15 - "404: TRUST NOT FOUND” - Trust issues, det er en feature… (Scene -
Blå scene)

Christian Rutrecht
Director, System Engineering
Fortinet / Partner

I en verden hvor cybertruslerne bliver stadig mere avancerede og AI-drevne, holder traditionelle perimeter-
baserede sikkerhedsmodeller ikke længere.

Denne session dykker ned i det nødvendige skift til Zero Trust-arkitektur – fra tillid til kontinuerlig verifikation.
Vi gennemgår aktuelle trusler som supply chain-angreb i open source, AI-assisteret rekognoscering og
eksponerede credentials, og ser på de mest kritiske sårbarheder i moderne infrastruktur.

Du får en klar introduktion til Zero Trusts kerneprincipper: kontinuerlig identitetsverifikation, least privilege og
"assume breach” tilgang i praksis.
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13:55 - 14:15 - Moderne PAM i en dynamisk, hybrid virkelighed (Scene - Orange
scene)

Chauncy Sampson
Solutions Engineer
Beyondtrust / Partner

Cyberrisikoen bliver ved med at stige på trods at, at budgetterne bliver større og compliancekravene bliver
strengere. Identiteter er stadig et af de mest attraktive mål, hvor angribere udnytter skjulte Paths to Privilege™
for at opnå adgang.

I hybride miljøer er håndteringen af udvidede rettigheder blevet markant mere kompleks. Traditionelle PAM-
løsninger, der udelukkende fokuserer på privilegerede konti, efterlader derfor stadig kritiske huller.

I indlægget viser vi, hvordan moderne, identitetscentreret PAM kan beskytte alle brugere, reducere risiko og
forenkle adgangsstyring. Vi ser også på, hvordan nye agentbaserede AI-kapaciteter kan styrke et mere
proaktivt forsvar og adaptiv kontrol – fra discovery og governance til respons – så organisationen forbliver
både sikker og produktiv i et trusselsbillede, der hele tiden forandrer sig.

Oplægget afholdes på engelsk

14:20 - 14:50: Pause og netværk

Kaffe og te er tilgængeligt i netværksområdet hele dagen, sammen med frisk frugt for at holde energien oppe.

14:50 - 15:15: IAM i Novonesis – Cloud og broen i en fusion

Kristian Hohol
Head of IAM
Novonesis / Keynote

Fusionen mellem to store danske virksomheder i 2024 skabte behov for at at bygge bro mellem
medarbejdere, systemer og kulturer. Identity and Access Management (IAM) blev et centralt værktøj til at sikre
sammenhæng og governance på tværs af organisationerne. Novonesis deler erfaringer fra etableringen af en
samlet IAM-løsning, herunder strategiske valg, tekniske udfordringer og overgangen fra legacy on-premise til
cloud. Oplægget giver status på løsningen og indblik i de næste skridt mod en fuldt integreret og skalerbar
platform.
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15:20 - 15:45: Identitet uden illusioner - hvad vi har lært, når idealer møder
virkeligheden. Perfekt IAM findes ikke.

Nicholas V. Jancey
CISO
Andel / Keynote

15:50 - 15:55: Opsummering og tak for i dag


