Cyber Briefing: Fra databeskyttelse til dataindsigt
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Velkomst ved dagens moderator
Jon Vestergaard Andersen, Event manager og moderator, Computerworld

Hvorfor cyberresiliens er vigtigere nu end nogensinde for
Erik Pedersen, Sr. Regional Director, Cohesity

Fem praktiske skridt til cyberresiliens: Hvordan sikkerhedsledere kan reducere
skadesomfang, genvinde kontrol og gendanne med tryghed
Peter Bom, Senior Sales Engineer, Cohesity

Q&A til Erik og Peter

Opsummering og tak for i dag
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10:00 - 10:05: Velkomst ved dagens moderator

Jon Vestergaard Andersen
Event manager og moderator
Computerworld

10:05 - 10:20: Hvorfor cyberresiliens er vigtigere nu end nogensinde for

Erik Pedersen
Sr. Regional Director
Cohesity / Partner

Ransomware og cyberangreb bliver hurtigere, mere automatiserede og svaerere at opdage. Angreb rammer
identiteter, backups og recovery-workflows. Geopolitisk uro og organiseret cyberkriminalitet udvider
trusselsbilledet og @ger angrebstempoet. Tekniske haendelser udvikler sig til forretningskritiske nedbrud.

Cyberresiliens er et forretningskrav. /Agte resiliens beskytter drift, omsaetning og omdemme ved at sikre fortsat
forretning — ogsd under angreb. Det kraever klare processer, treenede beslutningsgange og sikker, hurtig
gendannelse of kritiske data og systemer.

Erik seetter fokus pd, hvordan organisationer opbygger reel parathed og kan modstd, héndtere og komme
videre efter alvorlige cyberangreb.

10:20 - 10:45: Fem praktiske skridt til cyberresiliens: Hvordan sikkerhedsledere kan
reducere skadesomfang, genvinde kontrol og gendanne med tryghed

Peter Bom
Senior Sales Engineer
Cobhesity / Partner

Nér ransomware rammer, starter tiden med det samme, og hver beslutning fér direkte forretningsmaessige
konsekvenser. Moderne angreb er designet til at omgd forebyggelse, kompromittere identiteter og adelaegge
recoverymuligheder, hvilket saetter sikkerhedsteams under ekstremt pres for at handle hurtigt og korrekt.

Denne session gennemgdr de fem afgarende skridt til cyberresiliens fra et Cohesity-perspektiv og viser,
hvordan organisationer kan begraense skaden, beskytte rene gendannelsespunkter og genetablere driften

hurtigt og sikkert. Fokus er ikke pé at stoppe alle angreb, men pd at sikre, at forretningen kan overleve et
angreb med overblik, tryghed og mélbare resultater.

10:45 - 10:55: Q&A til Erik og Peter

10:55 - 11:00: Opsummering og tak for i dag
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