Identity Festival 2025

5. marts - Scandic Copenhagen, Kgbenhavn V

08:30 - 09:00 Registrering og morgenmad

09:00 - 09:05 Velkomst
Lars Jacobsen, Chefredaktgr og moderator, Computerworld

09:05-09:30 IAM - hvor kommer vi fra, og hvor er vi pa vej hen?
Martin Povelsen, Partner og COO, Digital Risk, KPMG Danmark, KPMG

09:30 - 09:50 Hvordan ikke-menneskelige identiteter skaber drifts- og cyberrisici for
organisationer
Allistair Scott, Senior Sales Engineer, Silverfort
Lars Gotlieb, Regional Sales Manager — Nordics, Silverfort

09:50 - 10:10 Afslgring af det usynlige: Styrk cybersikkerheden med proaktiv
identitetstrusselsintelligens
Sami Mikela, CTO, ID North

10:10 - 10:30 Interaktion ved bordene
10:30 - 11:00 Pause og netvaerk
11:00 - 11:25 ATP’s |IAM rejse - Migrering fra legacy til cloud

Christian Klausen-Ambrosiusen, Identity & Access Management Analyst, ATP

11:25 - 11:45 Forenklet, sikker og brugervenlig adgang uden at ga pa kompromis med
sikkerheden - IAM og Passwordless er vejen frem
Christian Rutrecht, Director, System Engineering, Fortinet

11:45 - 12:05 Kampen mod Al-drevet identitetssvindel
Pinar Alpay, Chief Product & Marketing Officer, Signicat

12:05-12:25 Interaktion ved bordene

12:25-13:10 Frokost

13:10-13:15 Velkommen v. moderator (Scene - Bla scene)

13:10 - 13:15 Velkommen v. moderator (Scene - Orange scene)

13:15-13:35 Mere )end bare IAM: Sadan bygger du en skalerbar PAM-strategi (Scene - Bla
scene

Vinicius Negrisolo, Head of sales Europe and Africa, Senhasegura
Johnni Katberg, Senior Infrastructure Specialist Digital Transformation, Advisory, itm8
Anders Hermann, Senior Infrastructure Specialist Digital Transformation, Advisory, itm8

13:15-13:35 Hvordan IAM lgste komplekse adgangsudfordringer for Norges storste
apotekskaede (Scene - Orange scene)
Arne Vedg-Hansen, IAM Arkitekt, Cloudworks

13:35-13:45 Kort pause og mulighed for at skifte scene

13:45 - 14:05 1, 2 ... 30 dage: Offentlig styrelse implementerer PAM-lgsning pa rekordtid
(Scene - Bla scene)
Martin Thunn Hansen, Cybersecurity Consultant, Dubex
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Hvordan implementeres effektiv IGA i voksende virksomheder med begrzensede
IAM-ressourcer? (Scene - Orange scene)

Kenneth Goldy, Enterprise Account Manager, Pointsharp

Kristian Birk Thim, CTO, Owner, IAM Group

Kort pause og mulighed for at skifte scene

Hvorfor kryptografisk smidighed forenkler ikke-menneskelige identiteter (Scene -
Bla scene)
Nicholas Miles, Senior Partner Manager, AppViewX

Vend EU-regler til din fordel med IAM (Scene - Orange scene)
Steffen @rnemark, Executive Partner, Phoenix CSG
Jakob Riis, Executive Partner, Phoenix CSG

Pause og netvaerk

18 ar med 1AM i Region Midtjylland
Inge Broberg Kristiansen, IAM Product Manager, Region Midtjylland

Leverer vi forretningsvaerdi med vores IAM?
Jerome Thorstensson, Identity & Access Management Architect, Salling Group

Opsummering og tak for i dag
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08:30 - 09:00: Registrering og morgenmad

09:00 - 09:05: Velkomst

Lars Jacobsen

Computerworld

Martin Povelsen

KPMG / Partner

Chefredaktgr og moderator

Partner og COO, Digital Risk, KPMG Danmark

Martin Povelsen dbner Identity Festival 2025 med benene pé jorden og ajnene rettet mod fremtiden. Hvor stdr
vi med IAM i begyndelsen af 2025? Hvad tager vi med of leeringer fra de forgangne ér? Og hvordan griber
vi det strategiske og taktiske IAM-arbejde an og polstrer os til en fremtid med mere digitalisering, mere

kompleksitet og flere trusler i cyberspace?

09:30 - 09:50: Hvordan ikke-menneskelige identiteter skaber drifts- og cyberrisici for

organisationer

Sl 3 Allistair Scott
"= /| Senior Sales Engineer
Silverfort / Partner

Lars Gotlieb

Silverfort / Partner
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| vores session vil Silverfort undersgge, hvordan organisationer kan reducere den operationelle risiko ved at
forstd og implementere sikkerhedskontroller omkring deres ikke-menneskelige identiteter.

Ikke-menneskelige identiteter (NHI'er) udger en of de starste cybertrusler for en organisation, da de kan
udgere alvorlige operationelle risici. | mange tilfeelde har NHI’er forhajede privilegier, mangler ordentligt
tilsyn, er ikke dokumenterede og er ofte ikke knyttet til specifikke personer. Det gar dem til attraktive mdl for
angribere, som kan udnytte dem til at f& uautoriseret adgang, bevaege sig sideveerts i systemer og udfare
ondsindede aktiviteter uden at blive opdaget.

De vigtigste ting at tage med:

- Forstd, hvorfor ikke-menneskelige identiteter bor veere en topprioritet for din bestyrelse

- Leer om, hvordan du kan méle og opdage den risiko, som ikke-menneskelige identiteter udger for din
organisation

- Udvid din viden om, hvordan du mindsker risikoen for ikke-menneskelige identiteter for, under og efter et

cyberbrud.

09:50 - 10:10: Afslering af det usynlige: Styrk cybersikkerheden med proaktiv
identitetstrusselsintelligens

Sami Mikela
CTO
ID North / Partner

Forestil dig et scenarie, hvor cyberkriminelle sniger sig forbi dine forsvar, forkleedt som betroede interne
brugere. Dette er virkeligheden, nér cyberangreb udnytter brugeroplysninger inden for din organisation. Disse
angribere blender ubemaerket ind, hvilket gor det til en kreevende opgave at opdage og begraense dem.
Deres vedholdenhed og beveegelser bliver naesten usynlige og udger en betydelig trussel.

Men hvad hvis du kunne vende magtbalancen? Ved proaktivt at overvdge kompromitterede
brugeroplysninger, der gemmer sig i skyggerne, kan du @ge din organisations trusselbevidsthed og forhindre
brud, for de sker. Dette oplaeg vil afslare, hvordan integration af trusselsintelligens med
identitetssikkerhedsoperationer kan transformere din cybersikkerhedsstrategi.

Deltag og laer, hvordan du kan veere et skridt foran cybertrusler ved at forene cybersikkerhed og

identitetssikkerhed med avanceret trusselsintelligens. Gé& ikke glip af muligheden for at styrke dine proaktive
forsvar og beskytte din organisation indefra.

10:10 - 10:30: Interaktion ved bordene

10:30 - 11:00: Pause og netvaerk

Kaffe og te er tilgaengeligt i netvaerksomrédet hele dagen, sammen med frisk frugt for at holde energien oppe.
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11:00 - 11:25: ATP's |AM rejse - Migrering fra legacy til cloud

Christian Klausen-Ambrosiusen
Identity & Access Management Analyst
ATP / Keynote

ATP er i gang med at erstatte deres gamle IAM-system, da de ikke kan opnd deres mél med det. Valget af nyt
system faldt p& en moderne cloud-platform, der kan stette ATP i at opnd sine mdl.

Det er dog ikke bare at erstatte det eksisterende system med en ny platform, da det gamle system er tilpasset
til ATP gennem de sidste 20 &r. Projektet har ikke kun fokus pd at erstatte teknologien, men ogsé sikre at de
har de rigtige personer og processer pd plads til at f& succes.

IAM handler netop om at f& teknologi, mennesker og processer til at spille sammen og gé op i en hgjere
enhed. En gvelse der er meget svaer, men som ATP har kastet sig ud i.

De har estimeret projektet til at vare 3 ér, og har nu vaeret i gang i et érs tid og det er en god anledning til at
stoppe op og se tilbage p& hvordan det forste ér er géet, og hvordan resten af projektet ser ud nu.

Christian vil forteelle om projektets opbygning formé&l og gevinster, og hvordan de arbejder sammen med
deres implementeringspartner for at sikre, at de er godt rustet til at videreudvikle platformen, nér de ikke kan
leene os op ad dem leengere.

Derudover vil Christian forklare hvordan de arbejder med at sikre en god organisatorisk implementering, og
alt det arbejder der ligger i, at etablere governance og processer for at sikre en komplet lgsning, og ikke bare
et system.

Christian fortaeller om hvordan projektet er kommet godt gennem farste fase med etablering, og uddyber
nogle af de udfordringer de har haft det forste ér, bl.a. hvordan projektet har veeret hérdt ramt of eksterne
faktorer og presbolde.

11:25 - 11:45: Forenklet, sikker og brugervenlig adgang uden at ga pa kompromis
med sikkerheden - IAM og Passwordless er vejen frem

Christian Rutrecht
Director, System Engineering
Fortinet / Partner
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| 2025, hvor sikkerhed og ikke mindst brugervenlighed er afgerende, kan komplekse login-processer ofte
skabe frustration hos brugerne og have negative konsekvenser for sikkerheden. | 2024 er antallet of databrud
steget eksponentielt, og den primaere &rsag er stadig, at brugen af brugernavn og passwords er blevet
opsnappet eller franarret brugere af ondsindede akterer.

Vi dykker ned i, hvordan moderne Identity and Access Management (IAM) kombineret med passwordless
teknologier kan gere adgang nemmere, mere sikker og mindre belastende for béde brugere og it-afdelinger.
Vi vil udforske, hvordan biometrisk autentifikation, engangskoder og adaptiv verificering aof slutbrugeren pé
sigt vil kunne eliminere behovet for passwords, som betydeligt reducerer risikoen for sikkerhedsbrud, og ikke
mindst nedsaetter kompleksiteten omkring compliance og forbedrer brugeroplevelsen.

F& indsigt i Best Practices og f& veerktgjer til at arbejde hen imod en passwordless IAM strategi.

11:45 - 12:05: Kampen mod Al-drevet identitetssvindel

‘ Pinar Alpay
Chief Product & Marketing Officer
Signicat / Partner

Al-drevet identitetssvindel eskalerer i et hidtil uset tempo, med deepfakes, overtagelse of konti og Al-
understgttede angrebsmetoder, der omformer landskabet for svindel. Hvordan kan organisationer forberede
sig pd disse sofistikerede trusler og sikre deres digitale miljger?

Deltag i dette oplaeg med Pinar Alpay, Chief Product and Marketing Officer hos Signicat, hvor hun
praesenterer de vigtigste indsigter fra Europas mest omfattende undersggelse af Al-drevet identitetssvindel.
Baseret pd en spgrgeskemaundersagelse blandt over 1.200 beslutningstagere inden for svindelhdndtering i
BFSl-sektoren (bank, finans og forsikring) pé tveers af syv lande tilbyder sessionen unikke indsigter i Al-drevet
svindel og dens konsekvenser for virksomheder.

Hvad kan du forvente:

Eksklusive indsigter i, hvordan Al driver udviklingen af identitetssvindel og fremkomsten af trusler som
deepfakes — som nu udger 6,5 % af registrerede svindelforssg sammenlignet med 0,1 % for tre ér siden.

Indblik i, hvor godt forberedte ledende organisationer er til ot forebygge Al-drevet svindel for at beskytte deres
kunder og systemer.

Strategier baseret p& dokumentation til at bekeempe nye udfordringer inden for svindel med en flerlaget
tilgang.

Denne session er din mulighed for at udforske de vigtigste tendenser og strategier, der former fremtiden for
svindelforebyggelse. Hold dig informeret, og veer pd forkant — g& ikke glip af det!

Dette indlaeg holdes pé engelsk

12:05 - 12:25: Interaktion ved bordene

12:25 - 13:10: Frokost
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Til frokost tilbyder vi en velsmagende blanding af sandwich, wraps og pastasalat, ledsaget af en forfriskende
sodavand. En ideel méde at genoplade og forberede sig pd eftermiddagens aktiviteter.

13:10 - 13:15 - Velkommen v. moderator (Scene - Bla scene)

Chefredaktar for Computerworld siden 2013. Har i over 20 &r beskeeftiget sig med samspillet mellem
teknologi, forretning og samfund som taler, moderator, journalist og podcastveert. Medlem aof juryen for Arets
CIO og er initiativiager og jurymedlem til prisen som Arets CISO.

13:10 - 13:15 - Velkommen v. moderator (Scene - Orange scene)

Gitte har arbejdet med ledelse og konsulentydelser inden for marketing, PR og forretningsudvikling i over 20
ar hos f.eks. Columbus, ComplyCloud, GG Consulting og KMD. Nu arbejder hun freelance og har vaeret med
til at skabe Identity Festival 2025.

13:15 - 13:35 - Mere end bare IAM: Sadan bygger du en skalerbar PAM-strategi
(Scene - Bla scene)

Vinicius Negrisolo
Head of sales Europe and Africa
Senhasegura / Partner

Johnni Katberg
Senior Infrastructure Specialist Digital Transformation, Advisory
itm8 / Partner

Anders Hermann
Senior Infrastructure Specialist Digital Transformation, Advisory
itm8 / Partner
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Trusselsbilledet eendrer sig markant, og det kraever en agil, skalerbar tilgang til sikkerhed. Seerligt nér det
geelder privilegerede brugerkonti. De er nemlig de cyberkriminelles forjeettede port til virksomhedernes
forretningskritiske data. Privileged Access Management (PAM) ber vaere mantraet for din IAM-strategi i 2025.

For godt et ér siden satte Johnni Katberg og Anders Hermann sig for at bygge et skalerbart PAM-setup i itm8.
Mélet var at give smé og mellemstore virksomheder adgang til sikkerhed p& enterprise niveau. De to herrer
besluttede sig for at teame up med senhasegura, som er en af markedets mest visionzere
teknologileverandarer inden for netop Privileged Access Management. Samarbejdet er centreret omkring tre
dagsordener: Innovation, brugervenlighed og nem integration.

Anders og Johnni szetter scenen, mens Vinicius Negrisolo fra Senhasegura dykker ned i, hvorfor PAM er s&
afgerende for at beskytte jeres forretningskritiske data. Hvor generel IAM héndterer identiteter og adgange pd
tveers af organisationen, tilfajer PAM et kritisk lag af beskyttelse omkring privilegerede konti og sensitive
systemer.

Veer med og f& input og erfaringer fra den virkelige verden ift. at implementere en fleksibel og effektiv PAM-
strategi... uden at gé p& kompromis med eller forstyrre den daglige drift.

13:15 - 13:35 - Hvordan IAM lgste komplekse adgangsudfordringer for Norges storste
apotekskaede (Scene - Orange scene)

Arne Vedg-Hansen
IAM Arkitekt
Cloudworks / Partner

| samarbejde med Cloudworks implementerede Apotek 1 en central IAM-lzsning for at imgdekomme disse
udfordringer.

Lasningen:

- Centraliserede adgangsrettigheder gennem integration med HR-masterdata

- Indfgrte lokationsbaseret login, sé medarbejdere kun fér adgang til relevante data i det apotek, de arbejder
i

- Automatiserede identitetsprocesser for at sikre ngjagtige og pélidelige data

- Stromlinede receptsignering, sé det blev hurtigere og mere sikkert, mens kunderne venter

- Kombinerede stzerk sikkerhed og brugervenlighed med Single Sign-On (SSO) og FIDO2-sikkerhedsnagler

| denne session ser vi naermere p&, hvordan Apotek 1 overvandt komplekse adgangsudfordringer og opndede
mélbare resultater — en mindre administrativ byrde, hgjere sikkerhed og en mere smidig daglig drift.

13:35 - 13:45: Kort pause og mulighed for at skifte scene

COMPUTERWORLD =\/ENTS Side 8 af 11



13:45-14:05 -1, 2 ... 30 dage: Offentlig styrelse implementerer PAM:-lgsning pa
rekordtid (Scene - Bla scene)

Martin Thunn Hansen
| Cybersecurity Consultant
Dubex / Partner

De fleste virksomheder er enige i, ot skarp kontrol med privilegerede brugerkonti er vigtig. Mange kvier sig
dog ved tanken om, at det kan tage maneder, mdske ligefrem &r at f& en PAM-lgsning op at kere.

Men der er godt nyt til skeptikerne. P& scenen Igfter Martin Thunn Hansen slgret for, hvordan en offentlig
styrelse p& bare 30 dage fik implementeret en fullblown Privileged Access Management-lasning - uden at gé
pé& kompromis med kvaliteten. Han forteeller ogsé om de naeste skridt og om de gevinster, som styrelsen
hoster.

13:45 - 14:05 - Hvordan implementeres effektiv IGA i voksende virksomheder med
begraensede IAM-ressourcer? (Scene - Orange scene)

Kenneth Goldy
Enterprise Account Manager
Pointsharp / Partner

Kristian Birk Thim
CTO, Owner
IAM Group / Partner

14:05 - 14:15: Kort pause og mulighed for at skifte scene

14:15 - 14:35 - Hvorfor kryptografisk smidighed forenkler ikke-menneskelige
identiteter (Scene - Bla scene)

y a;'y ' Nicholas Miles
! Senior Partner Manager

ﬂ AppViewX / Partner
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lkke-menneskelige identiteter, som daekker over automatiserede systemer og loT-enheder, udger en stor
udfordring inden for cybersikkerhed. Disse enheder er sérbare over for angreb, og det kan veere komplekst at
administrere deres identiteter. Fordi mange af dem fungerer autonomt, er det afgerende ot sikre, at de
autentificeres korrekt og kommunikerer sikkert. Her kommer kryptografisk smidighed ind i billedet. Denne
tilgang ger det muligt for organisationer hurtigt at tilpasse og opdatere deres kryptografiske protokoller i takt
med, at nye trusler opstér. Ved at udnytte kryptografisk smidighed kan virksomheder forbedre sikkerheden for
ikke-menneskelige identiteter og beskytte sig bedre mod uautoriseret adgang og databrud.

Dette indlseg holdes pd engelsk

14:15 - 14:35 - Vend EU-regler til din fordel med IAM (Scene - Orange scene)

Steffen @rnemark
Executive Partner
Phoenix CSG / Partner

Jakob Riis
Executive Partner
Phoenix CSG / Partner

Grebet an pé den rigtige méde kan kombinationen af compliancekrav og IAM give dig konkurrencemaessige
fordele.

Der er mange compliancekrav til virksomheder i 2025. IAM er kernen i cybersikkerhed og kan spille en
vaesentlig rolle i virksomheders opfyldelse af compliancekrav.

Her hvordan IAM og cybersikkerhed kan bidrage til at at vende compliancekrav til en konkurrencemaessig
fordel, nér indsatsen ikke er ad hoc og samtidig kobles til markedsforstéelse og forretningsstrategi.

14:35 - 15:00: Pause og netvaerk
Kaffe og te er tilgaengeligt i netvaerksomrédet hele dagen, sammen med frisk frugt for at holde energien oppe.

15:00 - 15:25: 18 ar med IAM i Region Midtjylland

Inge Broberg Kristiansen
IAM Product Manager
Region Midtjylland / Keynote

Region Midtjylland har arbejdet med IAM siden 2007 og har en lasning, der bidrager med mange fordele for
de 40.000 ansatte p& hospitalerne, i Psykiatrien og Socialomrddet.

Lasningen rummer bla. automatisering af brugeradministrationen, Rolle Baseret System Adgang, Kontrol af
Brugeradgange (Governance), Privilliged User Management og Multifactor Login.

Praesentationen vil komme ind pé de fordele og erfaringer Region Midt har opn&et med anvendelsen af IAM
indenfor det kliniske omréde, og de valg der er truffet undervejs.
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15:25 - 15:50: Leverer vi forretningsvaerdi med vores IAM?

Jerome Thorstensson
Identity & Access Management Architect
Salling Group / Keynote

Hvor serigs er din IAM-strategi?

Det handler ikke kun om bruger-provisionering og -adgange.

Jerome vil gerne dele med dig, hvordan de i Salling Group gennemfarte en international IAM-udrulning pé
kun seks uger — og endnu vigtigere, hvordan vi sikrede ledelsens opbakning og en forhébentlig langvarig

adoption.

Han dykker ogsé& ned i de konkurrencefordele, som IAM kan frigere.

15:50 - 15:55: Opsummering og tak for i dag
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