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Cyberthreat Day, København: Trusler, angreb og
forsvar i praksis
8. april - Charlottehaven, København Ø

08:30 - 09:00 Registrering og morgenmad

09:00 - 09:05 Velkomst
Lars Jacobsen, Chefredaktør og moderator, Computerworld

09:05 - 09:35 Cybertrusler, cyberefterretning og cyberbedrag
Shreyas Srinivasa, Cyber Security Specialist, TERMA Group

09:40 - 10:05 Hvordan gør du cybersikkerheden målbar og ledelsesforankret?
Christian Schmidt, Direktør, Dediko

10:05 - 10:30 Pause

10:30 - 10:55 Hvordan kan virksomheder reducere cyberrisiko trods stigende trusler?
Mark Byrne, Senior Cyber Security Engineer, Sophos

11:00 - 11:25 Er AI en trussel eller en gave?
Claus Jensen-Fangel, System Engineer, Fortinet

11:30 - 11:55 Maksimal sikkerhed for dit Microsoft-miljø
Alexander Luig, Senior Director Product Management, Ontinue

11:55 - 12:50 Frokost

12:50 - 13:20 Cyberlandsholdet: En rejse mod toppen af competitive hacking
Visti Malik Brandt-Sørensen, Cyberlandsholdsspiller, Cyberlandsholdet

13:25 - 13:55 Jeg er hacket - hvad sker der nu?
Michael Sjøberg, Gidselforhandler, ekspert i ransomware og kropssprogsekspert

13:55 - 14:00 Opsummering og tak for i dag
Lars Jacobsen, Chefredaktør og moderator, Computerworld

14:00 - 14:20 Netværk, kaffe og kage
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08:30 - 09:00: Registrering og morgenmad

Kom og nyd en lækker morgenmad med boller, pålæg, frugt og frisk brugget kaffe og the.

09:00 - 09:05: Velkomst

Lars Jacobsen
Chefredaktør og moderator
Computerworld

09:05 - 09:35: Cybertrusler, cyberefterretning og cyberbedrag

Shreyas Srinivasa
Cyber Security Specialist
TERMA Group / Keynote

Denne præsentation vil udforske det udviklende cybertrusselslandskab, fremhæve nøglemodstandere,
angrebsteknikker og nogle nylige hændelser. Vi vil derefter dykke ned i cybertrusselsintelligens, diskutere
dens rolle i proaktivt forsvar, efterretningskilder og integration med sikkerhedsoperationer. Endelig vil vi
undersøge cyberbedrag (lokkemidler), forklare deres strategiske værdi, implementeringsstrategier og
hvordan de genererer handlingsbar efterretning.

Indlægget afholdes på engelsk

09:40 - 10:05: Hvordan gør du cybersikkerheden målbar og ledelsesforankret?

Christian Schmidt
Direktør
Dediko / Partner

Hvis Cybersikkerheden og specielt Cyberrisikoen ikke er målbar og forankret solidt hos Ledelsen, sår lever den
en ”forhutlet” tilværelse i IT afdelingen som sjældent har ressourcer nok til at mitigere truslerne og som aldrig
kan ejer risikoen.

Vi gennemgår hvordan du får ledelsens ejerskab og hvordan du bruger CIS 18 analyse sammen med
udvalgte tiltag fra ISO27002:2022 til at måle din modstandskraft og mappen Cyber rejse som kan
rapporteres til ledelsen på fx kvartalsvis basis.

Sammen med de nødvendige kontroller kan du også måle effektiviteten og efter leve kravene i NIS2.

Som en begyndelse får du vores NIS2 Implementeringsmodel så du selv kan snuse til konceptet.

10:05 - 10:30: Pause
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Få refill på kaffen / the'en og et stykke frugt.

10:30 - 10:55: Hvordan kan virksomheder reducere cyberrisiko trods stigende trusler?

Mark Byrne
Senior Cyber Security Engineer
Sophos / Partner

På trods af stigende investeringer i cyberforsvar blev 59 % af alle organisationer ramt af ransomware sidste
år.

At stole udelukkende på teknologi er ikke nok mod målrettede og aktive trusselsaktører, men mange
organisationer kæmper med at finde og fastholde de nødvendige menneskelige kompetencer.

Denne session vil:

1. Gennemgå, hvordan et typisk angreb gennembryder forsvaret og udvikler sig gennem en organisations
netværk.
2. Demonstrere, hvordan forsvarsteams skal forudse og reagere på angreb.
3. Forklare, hvad organisationer søger i Managed Detection and Response-tjenester.
Med denne praktiske vejledning kan virksomheder i alle størrelser reducere deres cyberrisiko og fokusere på
deres kerneforretning.

Indlægget afholdes på engelsk

11:00 - 11:25: Er AI en trussel eller en gave?

Claus Jensen-Fangel
System Engineer
Fortinet / Partner

Trusselsbilledet udvikler sig hastigt i disse år – men hvordan bør organisationer forholde sig? Vi gennemgår
her nogle vigtige forudsigelser, som vores sikkerhedsanalytikere fra FortiGuard Labs, Fortinets analyse enhed,
er kommet med for 2025. Hvor stor betydning har AI i det nuværende trusselsbillede? Er AI-baserede trusler
noget, som enhver organisation i Danmark bør være opmærksomme på – eller er dette primært noget, som
de store globale virksomheder skal have fokus rettet imod?

Hvordan kan vi få samlet tingene og opnå et bedre overblik? Hvilke faktorer spiller ind, når organisationen
samtidig skal kunne efterleve NIS2-kravene der ligger til blandt andet cyberhygiejne og
hændelsesrapportering? Glæd dig til et indlæg, hvor vi går i dybden med de faktorer som spiller en større
rolle i 2025, når det gælder cybersikkerhed.
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11:30 - 11:55: Maksimal sikkerhed for dit Microsoft-miljø

Alexander Luig
Senior Director Product Management
Ontinue / Partner

Denne session starter med et overblik over Microsoft-miljøet og de integrerede sikkerhedsløsninger. Herefter
sættes fokus på OT-sikkerhed, som ofte håndteres isoleret eller helt mangler beskyttelse. Specialtilpassede
kontroller, komplekse alarmmiljøer og andre faktorer forstærker denne sikkerhedskløft – og udsætter jeres
virksomhed for potentielle risici.

Ontinue lukker sikkerhedskløften, løfter modenhedsniveauet for jeres OT-sikkerhed og sikrer hurtigere
integration som en naturlig udvidelse af jeres eksisterende sikkerhedsprogram.

OBS: Præsentationen afholdes på engelsk

11:55 - 12:50: Frokost

Få en lækker sandwich og en sodavand og netværk med ligesindede og øg dit netværk.

12:50 - 13:20: Cyberlandsholdet: En rejse mod toppen af competitive hacking

Visti Malik Brandt-Sørensen
Cyberlandsholdsspiller
Cyberlandsholdet / Keynote

Cyberlandsholdet har længe ligget i toppen af hacking scenen, hvor de bl.a. i 2022 vandt guld til EM, og lige
siden har placeret sig helt i toppen af scoreboardet, omringet af kun de største lande.

Men hvad skal der til for at et lille land som Danmark kan komme så højt op? I dette oplæg vil I blive taget
med på rejsen, og høre helt fra start om, hvordan selektionen til cyberlandsholdet fungere, hvad der sker til
træningerne, og få en idé om, hvordan en konkurrence som EM bliver håndteret.

13:25 - 13:55: Jeg er hacket - hvad sker der nu?

Michael Sjøberg
Gidselforhandler, ekspert i ransomware og kropssprogsekspert / Keynote

Hvordan man får samspillet mellem gidselforhandlingen, cyber forensics og det rent forretningsmæssige til at
gå op i en højere enhed?
Det giver Michael Sjøberg et relevant bud på i denne præsentation.
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13:55 - 14:00: Opsummering og tak for i dag

Lars Jacobsen
Chefredaktør og moderator
Computerworld

14:00 - 14:20: Netværk, kaffe og kage

Der vil blive serveret kaffe og kage, og der vil være mulighed for at fortsætte den gode snak.


