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Trusler og sårbarheder – sådan sikrer du din it-
sikkerhed hele tiden
6. september - Online, Online

09:00 - 09:05 Velkomst ved dagens moderator
Lars Jacobsen, Chefredaktør og moderator, Computerworld

09:05 - 09:35 En datacentrisk og evidensbåren risikostyringsmodel kan give en høj
forretningsværdi
Lisbeth Loft, Senior adviser, risk & security, Globeteam

09:35 - 10:10 Derfor er gamle sårbarheder en åben invitation for cyberangreb
Christian Schmidt, Direktør, Dediko

10:10 - 10:10 Tak for i dag
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09:00 - 09:05: Velkomst ved dagens moderator

Lars Jacobsen
Chefredaktør og moderator
Computerworld

09:05 - 09:35: En datacentrisk og evidensbåren risikostyringsmodel kan give en høj
forretningsværdi

Lisbeth Loft
Senior adviser, risk & security
Globeteam / Keynote

Lisbeth giver et indblik i, hvorfor beslutninger skal have så solidt et grundlag som muligt. Hun er ekspert i,
hvordan en datacentrisk og evidensbåren risikostyringsmodel kan give en høj forretningsværdi, fordi der
træffes bedre beslutninger, når udgangspunktet er viden fra aktuelle data.

Dertil kommer, at compliance i stigende grad stiller krav til dokumentation og dataoverblik. Et gennemskueligt
og optimeret databeredskab øger derfor jeres sikkerhed og modstandsdygtighed på alle fronter.

I dette indlæg tager Lisbeth derfor udgangspunkt i en integreret risikostyringsmodel, hvor
sammenhængen mellem et solidt databeredskab og en effektiv risikostyring tydeliggøres. Få
inspiration til, hvordan organisationer bedre kan:

• systematisere og optimere brugen af egen data i sikkerhedsarbejdet
• få overblik over egne sikkerhedsrelevante data med udgangspunkt i tilgængelighed og
• kvalitet
• opnå effektiv rapportering gennem organisatorisk forankring af egen data

09:35 - 10:10: Derfor er gamle sårbarheder en åben invitation for cyberangreb

Christian Schmidt
Direktør
Dediko / Partner

Mere end 75% af cyberangreb i 2020 brugte sårbarheder, der var mere en to år gamle og ikke patchede
sårbarheder var årsag var involveret i 60% af alle data sikkerhedsbrister (2019).

Hvordan ved du, at du har kendskab til alle sårbarheder i netværket og kan mitigere dem rettidigt baseret på
risiko – og ikke kun på kritikalitet (CVSS score)? Konsekvensen af ikke at have en robust proces kan være
åbningen til hackere og et cyberangreb. Vi ser nærmere på sårbarhedsscanning i praksis og CIS Benchmarks
samt udleverer en sårbarheds-modenhedsmodel, som du kan bruge kvit og frit.
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10:10 - 10:10: Tak for i dag


